Office of the Chief Information Officer, Washington State
Standard No. 112.10:  Managing Information Technology Portfolios

APPENDIX B:  Agency Technology Infrastructure
[bookmark: _Toc77412181]Appendix B - Agency Technology Infrastructure

The information described in the following sub-sections must be provided to OCIO using the web ePortfolio application. 

Section 3
A. Current and Projected IT Budget
B. IT Personnel
C. Personal and Workgroup Computing
D. Geographic Information Systems (GIS) Resources 

For access to and assistance in using the web application, contact your agency's OCIO Senior Technology Management Consultant.


A. Current and Projected IT Budget
IT expenses should reflect the entire agency, not just the IT division.  
 
Provide budget details in the following categories (Descriptions of each category are included below):

	Reporting Period
	Total Agency IT Budget
	Hardware Purchase and/or Lease
	Software
Purchase and/or Lease
	H/W Repairs and Maintenance
	S/W Enhancements and Maintenance


	Indicate Current Fiscal Year

	(Projected)
	(Projected)
	(Projected)
	(Projected)
	(Projected)


	Indicate Current Fiscal Year

	(Actuals)
	(Actuals)
	(Actuals)
	(Actuals)
	(Actuals)


	Indicate Next Fiscal Year

	(Projected)
	(Projected)
	(Projected)
	(Projected)
	(Projected)





	Reporting Period
	Telecommunications
	Data Processing Services (e.g. CTS services)
	If applicable, list & identify other major IT expenses here


	Indicate Current Fiscal Year

	(Projected)
	(Projected)
	(Projected)


	Indicated Current Fiscal Year

	(Actuals)
	(Actuals)
	(Actuals)

	Indicated Next Fiscal Year

	(Projected)
	(Projected)
	(Projected)



B. [bookmark: _Hlt489435145]IT Personnel
	Reporting Period
	Total Agency
IT FTEs
(include WMS positions)

	Salaries and Benefits
	Personal and Purchased Services 
	Professional Development of IT Staff

	Indicate Current Fiscal Year


	(Projected)

	(Projected)

	(Projected)

	(Projected)


	Indicate Current Fiscal Year


	(Actuals)
	(Actuals)
	(Actuals)
	(Actuals)

	Next Fiscal Year
	(Projected)
	(Projected)
	(Projected)
	(Projected)






Category Descriptions

Hardware purchase and/or lease - Purchase or lease payments for machines, devices, and transmission facilities used in information processing, such as servers, routers, personal computers, laptops, terminals, personal digital assistants, printers, and cables.  Do not include multi-purpose machines that are predominately used as copiers.

Software purchase and/or lease - Purchase or lease payments for the object code version of computer programs and any related documentation, and/or licenses for use of software products (e.g. Microsoft Select Agreement).  Software also means the source code version, where provided by vendor.

Hardware repairs and maintenance - Payments made to external providers for repairs, preventive maintenance, and/or support for hardware.

Software enhancements and maintenance - Payments made to external providers for enhancements, maintenance, and/or support for software.

Telecommunications - Telecommunications services and equipment for voice, including telephones and local service (e.g. Centrex, PBX, voice mail, IVR) and long distance (SCAN, 800 number), wireless (cellular phones, pagers); videoconferencing services and equipment; and telecommunications services and equipment for data (e.g. modems, routers, gateways, transport, Internet).

Data processing/information technology services - Payments made to a third party (e.g. CTS) for services that assist the agency in the electronic capture, collection, storage, manipulation, transmission, retrieval, presentation, and distribution of information in the form of data, text, or image, and/or facilities management of agency equipment.

Other - IT resources or special projects that may not be captured in the categories listed here.

Agency IT FTE - Total number of staff in IT job classifications.  Include other staff (e.g. WMS) whose responsibilities are mostly IT-related. 

Salaries and benefits - Total salaries and benefits for agency IT FTEs.

Personal and Purchased Services - Personal Services are professional or other technical expertise provided by a consultant to accomplish a specific study, project, task, or other work statement.  Purchased Services are provided by a vendor to accomplish routine, continuing, and necessary functions such as data entry, scanning and indexing, programming services and analysis.  Do not include hardware and software repairs and maintenance in this category. 

Technical and professional development of IT staff - Tuition/fees, travel, per diem, and materials for classes, seminars, conferences, and online courses that contribute to the development of agency IT personnel. 

C. Personal and Workgroup Computing  
Provide details in the following categories (Descriptions of each category are included below):

Indicate the fiscal year being reported:  FY______

	Personal Computers


	1. Total Agency FTEs
	2. Total number of PCs (exclude servers)
	3. Planned number of PCs  replacements next fiscal year

	4. Agency intended refresh cycle in months
	5. PCs donated to schools in last 12 months

	Servers


	6. Total  number of servers
	7. Number of servers to be replaced next fiscal year


	8. Number of servers planned to be added in next fiscal year
	9. Factors driving server acquisition strategy





	Network Connectivity


	10. % agency staff with Inside WA (intranet) access

	11. Agency primary network operating system

	Desktop Office Suite


	12. Primary desktop office product suite?
	13. If not XML enabled do you plan to be within 12 months? (yes/no)




Category Descriptions 

Personal Computers
1. What is the total agency FTE count?
2. How many personal computers (PCs) does the agency currently have (excluding servers)?  
3. How many of these PCs does the agency plan on replacing in the next fiscal year?
4. If your agency has an established PC refresh cycle, what is the length of that cycle? 
5. If your agency donates used PCs to schools, approximately how many were donated in the past 12 months?

Servers
6. How many servers does your agency currently lease or own?
7. How many of these current servers do you plan on replacing during the next fiscal year?
8. How many additional servers do you plan to purchase or lease during the next fiscal year?
9. Which of the following are driving your server acquisition strategy? (pick one or more)
· Server consolidation
· Increased application utilization
· New application deployment
· Disaster Recovery/Redundancy
· Other

Networks
10. What percent of agency staff have access to the state intranet portal (Inside WA)?
11. What is your agency's primary network operating system? 

Desktop Office Suite
12. What office product suite does your agency use as its primary desktop tool? 
13. If desktop office suite is not XML enabled, do you plan on migrating to a version that is within the coming biennium? (yes/no) 

D. Geographic Information Systems (GIS) Resources
Provide details in the following categories (Descriptions of each category are included below):

Indicate the fiscal year being reported:  FY______

	
	1. Number of GIS Staff (FTEs)

	Indicate here if included in 3.B.1 "Total Agency IT FTEs"


	Central Support
	
	(yes/no)


	Program Area Support
	
	(yes/no)


	


	
	2. GIS Software


	Vendor Name
	


	Product Name
	


	Number of Licenses

	

	

	
	3. Hardware


	Make/Model

	

	How Many

	

	Is this equipment included in Section 3C.2 "Total Number of PCs?

	(yes/no)

	Is this equipment included in Section 3C.6 "Total Number of Servers?
	(yes/no)

	

	
	4.   Major GIS Application(s)



	Application Name / Description

	





	

	
	1. GIS Database(s) Environment


	Vendor Name
	



	Number of applications
	



	

	
	2. Critical GIS Datasets 


	Name(s)
	





Category Descriptions 
Many agencies have a significant investment in GIS technology or rely on the technology to meet mission critical information requirements.  If your agency uses GIS in this context, please respond to the following.
1. GIS Staffing (FTEs) - (Please indicate if these FTEs are reflected in Section 3.B.1 "Total Agency IT FTEs")
· Centralized support - indicate FTEs currently devoted to a corporate or centralized GIS support effort.
· Program area support - indicate FTEs currently attached to program areas for GIS support.
2. Software - identify GIS software packages and number of licenses currently maintained for each.
3. Hardware - identify hardware platforms used to support GIS. 
4. Major applications - identify and provide brief description of major/mission critical GIS applications.
5. GIS Database Environment - identify vendor databases (e.g. ARC SDE, Oracle, etc.) used to support mission critical GIS effort and indicate number of GIS application supported by each database.
6. Critical GIS Datasets - identify GIS datasets that are critical to support of agency's mission.



The information described in the following sub-sections is not provided to OCIO using the web ePortfolio application.  

Section 3:
E.  Security and Disaster Recovery/Business Resumption Plans
F.  Public Access
G.  Application (Systems) Information
H.  Database Information
E. Security and Disaster Recovery/Business Resumption Plans
Agency heads are responsible for the oversight of their respective agency's Information Technology (IT) security and disaster recovery and will confirm in writing that the agency is in compliance with the IT Security and Disaster Recovery/Business Resumption Policies and Standards.  

· Security - The annual security verification letter due August 31 per the IT Security Policy and Standards must be included in Annual Technology Investment and Project Reviews and submitted to the Technology Services Board.  The verification indicates review and acceptance of agency security processes, procedures and practices, as well as updates to them since the last review.
· Disaster Recovery/Business Resumption - The annual disaster recovery/business resumption verification letter due August 31 must be included in Annual Technology Investment and Project Reviews and submitted to the Technology Services Board.  The verification indicates review and acceptance of agency disaster recovery/business resumption processes, procedures, and practices as well as updates to them since the last review.

These certification letters may be submitted as one document.

The Security Program and Disaster Recovery/Business Resumption Plans are included in the portfolio by reference.  Agencies are not required to submit them to OCIO.  Instead, agencies will indicate the physical location of the unique authoritative copies of the plans and indicate contact information for the steward of those plans (and stipulate that they were developed/ maintained in accordance with published OCIO policy.)

F. Public Access
[bookmark: _GoBack]Describe the agency’s “progress toward [providing] electronic access to public information and enabling citizens to have two-way interaction …for obtaining information and services…” (RCW 43.105.270). 

G. Application (Systems) Information
This section is useful in providing information about the production applications existing at an agency.  For the purpose of the portfolio, an application or system is a group of related automated procedures that support a business objective.
In this section, provide information for each mission critical IT application.

Mission critical applications are high risk application systems.  With a mission critical application, even short-term loss of the functionality provided by the application would have significant negative impact on:
· The health or safety of the public or state workers;
· Income maintenance for citizens or government employees;
· Payments to vendors for goods and services; or
· The legal or fiscal integrity of state operations.

In addition to mission critical applications, agencies are encouraged to include information in their portfolios about any application deemed important to the agency or to other stakeholders.  Agencies are also encouraged to include supplemental information in their portfolios if useful for managing or reporting.  

The following list, while not exhaustive nor mandatory, is encouraged.  Agencies may indicate in their portfolios if they do not currently capture an element listed below:

1. Provide name of application.
2. Provide name and title of application owner (e.g. IS Mgr./owner).
3. Provide name and title of customer/business area owner.
4. Indicate type of application (accounting, human resource, program or agency specific such as claims management, tax collection, etc.)  
5. Provide a brief description of the application.
6. Provide an estimate of the number of users.
7. Indicate which agency strategies, programs, and business processes are supported by the application.
8. Indicate when the application was originally implemented.
9. If the application has been significantly modified, indicate when.
10. Indicate how many technical staff FTEs are required to maintain and support the application.
11. Indicate if replacement or major modification of the application is planned.  If so, briefly describe the modification and indicate its planned start date.
12. Indicate ownership of application (owned by agency, leased from vendor, owned and operated by vendor)
13. Provide application size and technical characteristics (number of lines of code or function points, primary technology platform, site of platform (agency, OCIO, etc.), operating system, primary language (COBOL, Natural, etc.), and database management system used.
14. List interfaces to other major systems.

It is important for executive management of the agency to understand the current application portfolio in order to manage current activities and plan for the future.  Agencies are encouraged to use the application information to assist with the management of IT. 

Suggested summary reports to include in the portfolio include:
· Statistics comparing applications from year to year
· Age of applications
· Commercial applications supported
· Number of platforms used by applications
· Operating systems in use
· Languages used by applications
· Database types used
· Applications by customer/business area
· Applications by manager/owner
· Number of FTEs providing maintenance and support
· Estimated cost of maintenance & support

H. Database Information
The purpose of this section is to provide information about existing databases in the agency.  Provide the following information for each mission critical database.  

Mission critical databases support high risk application systems.  With a mission critical database, even short-term loss of the functionality provided by the application and database would have significant negative impact on:
· The health or safety of the public or state workers;
· Income maintenance for citizens or government employees,
· Payments to vendors for goods and services; or
· The legal or fiscal integrity of state operations.

In addition to mission critical databases, agencies are encouraged to include information in their portfolios about any database deemed important to the agency or to other stakeholders.  Agencies are also encouraged to include supplemental information in their portfolios if useful for managing or reporting.  The following list, while not exhaustive nor mandatory, is encouraged.  Agencies may indicate in their portfolios if they do not currently capture an element listed below. 
 
1. Database commercial name (DB2, ADABAS, Oracle, etc.)
2. List of applications supported
3. High-level description (what type of data does it collect)
4. Location (Agency, OCIO, vendor facility)
5. Ownership of database (e.g. IS Mgr./owner).
6. Size of database in terms of data storage requirements
7. Number of records in the database
8. Frequency with which records are added, modified, and deleted
9. Backup frequency

It is important for executive management of the agency to understand the current database portfolio in order to manage current activities and plan for the future.  Agencies are encouraged to use the database information to assist with the management of IT.  Suggested summary reports to include in the portfolio include:
· Statistics comparing databases from year to year
· Age of databases
· Number of platforms 
· Database by manager/owner
· Number of FTEs providing maintenance and support
· Estimated cost of maintenance & support
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