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Standard:

IT [1] Expenditure and Labor data must be mapped and/or categorized into IT Resource Towers (ITRT) and subtowers [2] and Cost [3]Pools [3]based on the Taxonomy provided in this standard.

Major changes (addition, removal or change of tower/subtower names) to taxonomy will be implemented only in conjunction with changes to agency chart of accounts on a biennial calendar.

Minor changes (clarifications to definition, etc.) may be made on an ongoing basis as needed. Jump to Cost Pools
IT Resource Towers and Subtowers:

The following towers are presented in alphabetical order below. Click on one of these links to jump directly to the tower you are interested in. The definition of the tower is essentially an aggregation of the items included in the various subtowers within that tower.

1. Applications
2. Compute
3. Data Center
4. Data Network
5. Delivery Services
6. IT Management
7. Security & Compliance
8. Storage
9. User Service
10. Voice Network



Applications

App Development: Resources involved with the analysis, design, development, code, test and release packaging services associated with application development projects.

App Support: The operations, support, fix and minor enhancements associated with existing applications. This includes costly scanning systems (e.g. KoFax) that support larger-scale imaging processesand/or enterprise application service fees paid by agencies to DES.

Cloud Apps: Public cloud Software-as-a-Service (SaaS) application offerings (e.g. Workday, Apptio)
LoB Software: Software expenditures including licensing, maintenance and support related to off-the-shelf software purchases.
QA (Testing): Costs associated with Quality Assurance testing of Applications.



Compute

Agency Servers: Costs for all Servers (Wintel, Linux, Unix, iSeries, etc.), hosted/managed by your agency, regardless of usage.
Cloud Platform: Public, community or off-premise private cloud Platform-as-a-Service (PaaS) application development offerings.
Database: Distributed database services focused on the physical database (versus the logical design) including DBAs, DBMS, tools and operational support.
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Mainframe: Costs for Mainframe hosting, regardless of usage.
Mainframe Database: Mainframe database services focused on the physical database (versus the logical design) including DBAs, DBMS, tools and operational support.
Middleware: Distributed platform, application and system integration resources enabling cross application development, communications and information sharing.
Other State Agency Servers: Costs for all Servers (Wintel, Linux, Unix, iSeries, etc.), hosted/managed for your agency by another state agency such as CTS, regardless of usage.
State Hosted Cloud: Costs for servers hosted for your agency by a state agency provider in a private cloud service offering.
Vendor Managed Servers: Costs for servers hosted for your agency by external entities such as a public, community or off-premise private cloud vendor. This includes hosted servers (e.g. Terramark, Sabey, etc.) and Infrastructure-as-a-Service (IaaS) (e.g. Amazon, Google, MS, etc.)



Data Center

Agency Data Center: Agency data center facilities that house and protect critical IT equipment supporting delivery of government services including the space, power, environment controls, racks, cabling and external labor.
Data Center: State Data Center facilities that house and protect critical IT equipment supporting delivery of government services including the space, power, environment controls, racks, cabling and external labor.
Other Facilities: Computer rooms and MDF/IDF/telco closets that house IT equipment primarily supporting local building operations in corporate headquarters, call centers or other general purpose office buildings.



Data Network

Cloud Network: Public cloud Infrastructure-as-a-Services (IaaS) network offerings providing ingress/egress, load balancing, intra/inter-data center connectivity and resiliency services.
LAN: Physical and wireless local area network connecting equipment within the core data centers and connecting end users in office working areas to the company's broader networks.
WAN: Wide area network equipment, labor and support services directly connecting data centers, offices and third- parties. Includes data network circuits and associated access facilities and services, dedicated and virtual data networks, and internet access.



Delivery Services

Client Mgmt: Resources or "account managers" aligned with the lines of business to understand business needs, communicate IT products and services.

Cloud Ops: Public cloud centralized service management, operations and monitoring services.
IT Service Mgmt: Costs associated with defining the service catalogue, ITIL, SLA and IAA management, IT service health checks, and daily "operations" or "performance" meetings.
Ops Center: Centralized IT Operations Center resources including monitoring and intervention e.g. NOC (network operations center), GOC (global operations center)
Project Mgmt: Resources involved with managing and supporting IT-related projects including business and IT- driven initiatives.



IT Management

Architecture: Enterprise architecture services including business, information, application and technical architecture to drive standardization, integration and efficiency among business technology solutions.

IT Finance: Resources involved in the planning, budgeting, spend management and chargeback of IT expenditures.

IT Mgmt & Admin: IT management and administration resources; typically CIO, senior IT leaders and administrative support including centralized IT strategy and planning. All policy and standard development and staff education work related to policies or standards are captured in this subtower.

IT Vendor Mgmt: Resources involved in the selection, contract management, oversight, performance management and general delivery of services by 3rd party vendors and external service providers.

Security & Compliance

Cloud DR: Public cloud Infrastructure-as-a-Service (IaaS) on-demand disaster recovery services.
Compliance: Responding to non-compliance findings and/or changed requirements due to policy changes in order  to become compliant. This includes investments necessary for complying with anticipated changes in policy/standard as well (e.g. PCI)
Disaster Recovery: IT Disaster Recovery resources setting DR policy, establishing process & means, dedicated failover facilities, performing DR testing.
Security: The “operational” costs of implementing and maintaining IT security (ex. the technical support, deployment of hardware and software, etc.). This includes setting policy, establishing process and means, penetration testing, awareness training, cybersecurity insurance and responding to security breaches.

Storage

Agency Storage: Costs for all Storage hosted/managed by your agency, regardless of usage.

Cloud Archive: Public, community or off-premise private cloud Infrastructure-as-a-Service (IaaS) storage offerings for backup and archival purposes.
Cloud Storage: Public, community or off-premise private cloud Infrastructure-as-a-Service (IaaS) storage offerings supporting normal transactional or other operational applications and system.
Mainframe Storage: Costs of Storage provided for the Mainframe.

Other State Agency Storage: Costs for all Storage hosted/managed for your agency by another state agency such as CTS, regardless of usage. (
Tier4: Online and offline storage resources used for archive, backup & recovery to support data loss, data corruption, disaster recovery and compliance requirements.
Vendor Managed Storage: Costs for all Storage hosted/managed for your agency by an external entity such as a public, community or off-premise private cloud vendor like Amazon, Google, MS, etc regardless of usage.



User Service

Building Automation Systems: Costs for operational technology or facilities-related systems (if such systems are supported by IT) such as: security and building cameras, security/badge/entry systems, HVAC systems,
electronic readerboards, video conferencing, large displays in conference rooms, etc.
Cloud Desktop: Public cloud Infrastructure-as-a-Service (IaaS) virtual desktop offerings running a personal compute operating system and common utilities.

Field Services: Local support resources which provide on-site support for moves, adds, changes and hands on issue resolution for users.
Mobile Devices: Client compute tablets, smart phones (iOS, Android, Windows Mobile) and purchased 3rd party apps used by individuals to perform work. This also includes the data plan.
Print: Costs for peripherals used by end-users for the purpose of printing, scanning, faxing, or copying. This includes multi-function devices that do two or more of the functions noted above. Costly scanning systems (e.g. KoFax) that support larger-scale imaging processes are excluded from this subtower and should be placed in Application/App Support.
Service Desk: Centralized help desk resources which handle user requests, answer questions and resolve issues; includes centralized incident, problem and change management resources.
Workspace: Client compute physical desktops, portable laptops, thin client machines, peripherals and associated software used by individuals to perform work. Does not include labor cost related to Workspace setup/maintenance.



Voice Network

Radios: Costs for hardware, software and devices related to usage of radios in the agency if such cost is considered part of the agency IT budget

Voice External Provider: Payments made to external 3rd party providers for telephone services and voice lines/circuits.
Voice Premise: Voice resources which enable or distribute voice services through on-premise equipment including PBX, VoIP, TDD, voicemail and handsets. Includes usage such as long distance call charges, 800 number service,
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etc.

Cost Pools:

Hardware: Hardware costs including: purchase, lease, support, maintenance.
Software: Software costs including: license, lease, support, maintenance, and subscriptions. Excludes Development or Maintenance Labor costs.
FTE Labor: Internal Full Time Equivalent Labor (may include part time labor if they are considered internal employees) Does not contain vendor provided Labor or Staff Augmentation.
Contract Labor: Vendor provided Labor Costs for the purposes of staff augmentation
Outside Services: Any outside service provider with a set deliverable, performance target or Service Level Agreement (SLA).
Facilities: Any facilities driven cost or Selling, General and Administrative Expenses (SG&A).
Other: Other costs unable to be mapped.
Telecom: Any costs for telecom charges and service; equipment purchases classified under Hardware.
Cost of Sales & Services: Cost to directly support and carry out sales of services to other agencies.
Depreciation & Amortization: Depreciation of capital assets including intangibles.
Inter-Agency Charges: Charges to or from other agencies, either for supporting/managing hardware, borrowing/purchasing hardware and/or services, and any shared service agreements.
Intra-Agency Charges: Any charges from one part of an agency to another, for shared services, infrastructure, or any other IT [1] spend. This could be between programs or between other intra-agency units.



Contact Information:

Contact OCIO mi Policy [4] for additional information or to request exemption.
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