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1. Purpose

These standards are designed to enable Service Oriented architecture (SOA) governance teams to help agencies plan, design, and maintain Tier One SOA-based services for enterprise use. 

This document does not suggest which services agencies should provide to one another. These governance issues should be addressed by individual projects or system implementation initiatives.

SOA standards and guidelines are expected to evolve as more SOA-based services are deployed and the multi-agency governance teams collaborate. 

Glossary entries and References are noted in BOLD or identified by (source material). References are typically full source material citations. Full definitions are in the SOA Glossary.
 

1.1. Statutory Authority

The provisions of RCW 43.105.041 detail the powers and duties of the Information Services Board (ISB), including the authority to develop statewide or interagency information services and technical policies, standards, and procedures. 

1.2. Scope

These standards apply to state of Washington executive branch agencies, agencies headed by separately elected officials, and institutions of higher education (referred to as “agencies” throughout this document). Academic and research applications at institutions of higher education are exempt.

1.3. Related Policies and Standards

· ISB SOA Planning Design Standards 
· ISB Integration Architecture Standards

· ISB Security Standards

2. Introduction 

This document provides principles and standards to help ensure SOA-based services are designed to meet agency and state business needs and are architected for Tier One enterprise use. It’s intended to be use by:

· State’s multi-agency SOA Governance teams

· State Integration Competency Center (ICC)

· Service Providers and Consumers
2.1. Definitions
· Service Oriented Architecture (SOA) - An architectural method or design style that results in and supports shared, reusable services. 
· SOA-based Services – Are modular, swappable functions, separate from, yet connected to an application via well defined interfaces to provide agility. Often referred to as ‘services’ throughout this document they:

· Perform granular business functions such as “get customer address” or larger ones such as ‘process payment.’ 

· Are loosely coupled to a new or existing application. 

· Have capability to perform the steps, tasks and activities of one or more business processes.

· Can be combined to perform a set of functions - referred to as ‘service orchestration.’ 

· State SOA Backplane – Shared, common infrastructure for lifecycle management, registry, policies, business analytics for service metrics; routing/addressing, quality of service, communication; Development Tools for security, management, and adapters.
· Service Providers and Consumers - In general, entities (people and organizations) offer capabilities and act as service providers. Those with needs who make use of services are referred to as service consumers. 
3. Roles and Responsibilities

This section establishes the roles of the state’s SOA Steering Committee, SOA Technical Advisory Group (SOA TAG), state and agency Integration Competency Centers, and service Providers and Consumers for the governance of Tier One SOA-based services. 
The multi-agency SOA governance teams with business and technical representation noted below are expected to collaborate and coordinate with the state’s ICC and Information Service Board (ISB) policy staff to update the related SOA Planning Design Standards as services, technology, and state business needs evolve. 

3.1. SOA Steering Committee

The SOA Steering Committee provides the strategy and leadership to approve as delegated by the ISB and recommend Tier One services for enterprise use and ensure they are implemented in ways to achieve targeted benefits. Key responsibilities include:

· Approves Tier One services as delegated by ISB or recommends those that require approval

· Provides leadership to ensure implementation of Tier One services
· Approves and endorses recommended strategies for services
· Exercises authority to make decisions, resolve issues and remove barriers
· Ensures funding models are identified and sustainable

· Ensures proposed services are properly vetted 

· Articulates the business needs that shape the overall SOA strategy, services offerings, and supporting infrastructure.

· Ensures Change Management policies and process are defined and followed

· Ensures the needs of consumers, provider agencies, and other stakeholders are satisfied by each service

· Partners with the state’s Integration Competency Center (ICC) to:

· Ensure services meet SOA Governance Standards and SOA Planning Design Standards.

· Ensure service providers and consumers are utilizing the state’s Backplane for Tier One service integration and messaging rather than building point to point solutions.

· Plan for potential service candidates that enhance business solutions.

· Help develop and evolve SOA standards and guidelines to recommend for statewide adoption.

Committee membership shall consist of the state’s Enterprise Architect (or designee), state agency CIOs, business representatives from service providers and consumers.
3.2. SOA Technical Advisory Group 
The enterprise SOA Technical Advisory Group (SOA TAG) makes recommendations to the SOA Steering Committee, partners with the state ICC, and agencies’ service providers and consumers to ensure services are: 
· Tier One ready – Support multi-agency use with minimized risk and impact. Designed to meet SOA Planning Design Standards. Are architected and tested to ensure security, scalability, availability, performance, business continuity, problem and change management, and sustained funding.
· Makes recommendations to the SOA Steering Committee

· Designed to meet ISB standards 
· Provider  is defined and has capability and capacity

· Service level agreements are complete

· Ensure Change Management process meet Tier One technical requirements

· Services and service contracts are published on state SOA registry/repository 

· Used where possible and best fit for purchasing new or upgrading legacy applications

SOA TAG membership shall consist of the state’s Enterprise Architect (or designee), agency architects, application developers, and business representatives or analysts to represent service providers and consumers.

3.3. Change Management 

Change management standards define the way the state and agencies will manage and maintain new or acquired services, changes to service interfaces and design (both public and private), and the state shared service infrastructure.  Change management includes the management of the initial deployment of a service.

Change management is the responsibility of the service provider, stakeholders, the SOA Steering Committee, SOA Technical Advisory Group, and state and agency Integration Competency Centers (ICC).

3.3.1. Service Provider 
Each service shall have an agency responsible for provisioning the service.  This agency is called the “service provider.”  The provider may represent the interests of several agencies through a program office or similar organizational unit; however, there is a single entity responsible for provisioning the service. 
The provider is responsible for the implementation and proper functioning of the service. The service provider shall follow established change management processes subject to the review and approval/endorsement of the multi-agency governance teams for Tier One services. 

The provider is responsible for identifying a group of stakeholders of the service.  This should primarily include agencies responsible for current or planned consumer systems that use (or will use) the service, but may also include other stakeholders.  
The provider shall consult with the stakeholder group when considering changes to a service’s real world effect or interface.  This consultation shall begin with a notification, using the service repository’s notification capabilities (described in [Service Repository Solution Set]) and other appropriate mechanisms.  

3.3.2. Infrastructure

The state’s Integration Competency Center (ICC) will not typically be the provider of a service, yet will manage changes to the state SOA Backplane with supporting shared infrastructure. 
The ICC shall be responsible for notifying users of the infrastructure about planned changes, consulting with users, and coordinating with users’ project schedules.  
3.4. Configuration Management

The provider of a service is responsible for assigning version labels to each new version of a service, according to the following convention.

A version label has four parts: a major version number, a minor version number, a point version number, and a build number.  For example, version 1.2.3.4 has major version number 1, minor version number 2, point version number 3, and the build number is 4.

A point version increment indicates a cosmetic change to a service interface that has no impact on the behavior of the service or the interaction of consumers with the service.  An example would be correcting or adding documentation to the interface description.

A minor version increment indicates a change to the interface that has very minor or no impact on existing consumer implementations.  That is, the new service interface is backwards compatible with previous versions.

A major version increment indicates a change to the interface, or policies associated with use of the service, that has significant impact on existing consumer implementations.

The service provider is responsible to ensure version updates are posted to the service repository to reflect the new version and all service consumers are notified of any changes.
3.5. Quality Assurance 

Mechanisms are necessary to ensure that services reliably achieve their advertised real world effect, and that each service conforms to the [SOA Planning Design Standards.]
3.5.1. Assurance of Real World Effect

The provider of a service is responsible for assuring the quality of the service, in particular making sure the service properly achieves the stated real world effect.  The ICC can assist the provider  in fulfilling this responsibility (for example, by providing a version of the infrastructure platform dedicated to testing and service metrics for Tier One services utilizing the state Backplane), but the final responsibility rests with the provider .

Providers shall consider providing tools to assist consumers in testing consumer systems that use the service.  These tools could include:

· Providing a standalone implementation of the service interface(s) that a consumer can use in developing a consumer system, including basic testing.
· Deploying the service in a test environment managed by the ICC to support more sophisticated testing and to test performance.
3.5.2. Standards Conformance

Services identified in the state’s service registry/repository or deployed on the state’s SOA backplane or integration infrastructure must conform to all Information Services Board standards.  

The SOA Technical Advisory Group (TAG) and state ICC shall be responsible for ensuring that any service deployed on the state’s shared, common SOA backplane, state ICC Domain Service Registry or integration infrastructure conforms to ISB standards.

Agency Providers with Tier Two services that are likely candidates for adoption by other agencies shall review these standards before registering services in the state ICC Service Registry. Agencies are encouraged to publish services for reuse. In order to be designated as Tier One, these services shall meet the SOA Planning Design Standards and follow the SOA Governance Standards which establish requirements for qualifying Tier Two candidates.
3.6. Service Level Agreement

When establishing a service-level agreement for a service, the parties (provider and consumer(s)) shall consider addressing the following issues in the agreement:

· Availability requirements (with what probability is the service available for interaction; provisions for negotiations and notifications for outages)
· Responsiveness requirements (how quickly does the service respond, both synchronously and asynchronously)

· Impacts, risks to enterprise and agency services, data stores, and systems.

· Privacy requirements (what restrictions are there on what the parties may do with information that they obtain as part of the service interaction)

· Change management processes 

· Funding model or cost model 
The provider of a private service shall negotiate change management processes with consumers of the service

· Under what conditions (including how often) a provider  may change the service’s interface

· How far in advance of a proposed change the provider  must notify consumers of the intent to change

· How to resolve disputes between consumers regarding the viability or desirability of a change to the interface

· How the partners will fund and implement system changes that result from the interface change
3.7. Service Reuse 

Services and interfaces fall under the Enterprise Architecture Commonality Principle.  Services and interfaces shall be designated as Tier One common assets upon demonstration of a clear business case; once designated as common, a business case is required for an agency to invest in and provide a duplicate service or interface.

It is within the role of state and agency ICC’s to promote the reuse of services and interfaces.
Processes for developing and defining Tier One services for reuse should be defined by the SOA Steering Committee, SOA TAG and state ICC as the services architecture and service metrics are documented. 
Providers can attach policies to services that govern their reuse, and incorporate these policies into the service-level agreement associated with the service.  For instance, a provider can prevent users from “repackaging” a service (simply wrapping the service interface with another service that the user provides) and changing the conditions of use (for instance, by charging users for access to the service.)

4. State ICC Domain 
The state’s Integration Competency Center (ICC) is maintained and operated by the Department of Information Services. The state ICC provides people, processes, and resources to ensure enterprise efficiencies and help agencies meet business and technical needs. It uses a collaborative approach to provide shared-services based solutions for agencies and multi-agency applications.
The state ICC Domain model maximizes collaboration and communication among the state ICC and agencies. The state’s ICC also supports the state SOA backplane with service registry, infrastructure, and system integration. 
The state ICC is a key to the delivery of quality and reliable enterprise SOA and service integration services, and is an important facilitator of an enterprise approach to SOA and integration.  
The main objective of the ICC is to improve the efficiency and effectiveness of SOA-based services and system integration activities, through close coordination of shared SOA backplane and integration infrastructure with system implementation projects.  This coordination is the responsibility of a team of skilled technical staff that has two principal roles:

· The state ICC maintains and monitors the state’s SOA backplane and integration infrastructure. 

· The state ICC SOA development support function helps agency project teams in the design and build of their services and integration connections (adapters) into the integration infrastructure. 
· The ICC may assist agencies/service providers assemble and maintain service documentation (service metadata) for the application interactions. The development function also includes ensuring that agencies and projects are aware of available shared integration infrastructure and how to use it to accomplish project objectives.

The state ICC will maintain a single statewide registry/repository of Tier One SOA-based services and system interfaces. 
The ICC and multi-agency SOA TAG works with service providers to ensure: service models are consistent in format and content across the enterprise; each model contains proper, consistent metadata; owner agency identified as accountable for the service: and that models reflect the reuse of existing services to meet the needs of new projects. 
Service reuse is more likely to occur when services are posted to the state’s registry/repository. Service publication helps, minimize redundancy and promote collaboration and coordination.
Service metrics will provide quality of service, performance, and reuse information for investment, design, deployment, and maintenance planning. 
The state’s ICC is responsible for provisioning state SOA backplane. The SOA backplane will include mechanisms for lifecycle management such as registry/repository, policies, and service orchestration; business analytics for service metrics, development tools for security, management, and adapters; and communications for routing, naming, quality of service, and transformation.

Individual agencies may form an organizational unit similar to an ICC to support SOA services within an agency. The state’s ICC may serve as a resource and consultant to agency ICC as needed. 
5. Glossary
Real World Effect
The actual, desired result of the service (e.g. ‘Get customer information.’)  SOA-based services are designed to meet business needs. A service consumer is a participant that interacts with a service in order to realize the real world effect produced by a capability to address a consumer need.
Service Conditions
Service Oriented architecture (SOA) is a style of application architecture. According to Gartner, an application is SOA-based service when it meets these five conditions:

1. It is modular. 

2. The modules are distributable. 

3. Software developers write or generate interface metadata that specifies an explicit contract so that another developer can find and use the service. 

4. The interface of a service is separate from the implementation (code and data) of the service provider. 

5. The service is shareable - that is, designed and deployed in a manner that enables them to be invoked successively by disparate consumers.
Service Metrics
Monitoring services provides audit, logging, charge-back, financial reporting for investments, design, deployment, maintenance planning, and other purposes via metrics such as:


Quality of Service (QoS) and Performance
· Number of requests

· Number of failed requests

· Number of successful requests

· Service time

· Maximum response time

· Last response time

Reuse Metrics

· Number of services deployed

· Number of consumer applications deployed

· Number of services and number of consumers

· Number of services shared by applications
Tier one
Statewide Enterprise Architecture business processes, data, or technologies that are common among the majority or to all state agencies.  

Tier Definitions:
· Tier One: Across/among agency systems

· Tier Two: Within an agency

· Tier Three: Sub- agency level

These three different tiers depend on the degree to which they should be common, and what other entities with which they should be common. A description of the state’s Tiers is available at: http://isb.wa.gov/committees/enterprise/concepts/ 


Also see ISB EA Over-Arching Principles, including Commonality at: http://isb.wa.gov/committees/enterprise/architecture/overarchingprinciples.doc
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8. Document Context

This document is within the scope of state’s Service Oriented Architecture (SOA) initiative. The Target Architecture is a deliverable within the Initiative Charter adopted on July 10, 2008 by the Information Services Board (ISB) and available at: http://dis.wa.gov/enterprise/enterprisearch/soa_initiative.aspx. 

The SOA Initiative is designed to enable State Strategic IT Plan Goals.
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