

Policy No. 103 – Technology Policy and Standards Waiver Request
Purpose: 
This policy provides for a waiver process to request an exception from a state technology policy or standard.  
Policy Statement:
1. Agencies must request a waiver when there is or is expected to be noncompliance with a technology policy or standard.  
2. Waiver requests must be submitted to the State Chief Information Officer (CIO) (or designee) in writing and signed by the agency head and the agency CIO (or equivalent).  The waiver request will contain at least the following information:
a. The specific section(s) of the policy and/or standard of which a waiver is requested,
b. A description of the extent of non-compliance with the section(s) identified,
c. An explanation of the technical, business or other factors that prevent compliance,
d. A description of all associated risks that could result from noncompliance.
e. Mitigations that have been or will be implemented to address the risks of noncompliance, 
f. Steps planned to become compliant, and
g. The date by which compliance will be achieved.
3. The State CIO will endeavor to decide waiver requests within 30 days of receipt or within 30 days after receiving all information necessary to evaluate the request.  
4. If needed, the State CIO will request additional information within 15 days of receipt of the waiver request or as soon as the need for additional information becomes known.
5. Waiver request evaluation criteria include, but are not limited to:
· Security exposure 
· Increase in risk of loss or failure to the state, its communities and to citizens 
· Architectural alignment and interoperability
· Economic impacts
· Impacts on agency operations
· Legislative intent
6. The State CIO will decide waiver requests in one of several ways based on the information provided:
1. Approval in whole or in part for an unlimited period of time, with or without conditions;
2. Approval in whole or in part for a specified period of time, with or without conditions; or
3. A denial of the waiver request in whole or in part.
7. Following decision of the state CIO, the agency must complete all necessary steps and observe all conditions described in the waiver decision.
8. The agency will provide progress reports to the State CIO at least a quarterly basis on the status of actions undertaken in accordance with the waiver decision until compliance is achieved.

NOTE:  Waiver requests and supporting documentation containing information that could potentially compromise the information technology security of the State are exempt from public disclosure pursuant to RCW 42.56.420.
Contact Information:

Contact the OCIO Policy & Waiver Mailbox if you have questions about this policy.  
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