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BACKGROUND
Electronic Partial Payment Agreement (EPPA) is a Strategic Business Plan project, number 02-005.   The project will redesign the current manual process to permit the assigned Revenue Agent (RA) to fill out and electronically track payment data for Partial Payment Agreements (PPAs) through satisfaction of liability on warrants issued against taxpayers for their delinquent Excise Tax (ET) invoices.

Execution of current Partial Payment Agreements is labor intensive.    From a follow-up perspective, a typical PPA requires Revenue Agents to perform time-consuming payment processing at the field office and to maintain a manual follow-up.

Over 1,400 Partial Payment Agreements are currently registered representing almost $1.2 million in monthly State revenue collected. Satisfaction of a warrant through the current PPA process takes 20 months on average.  The responsibility relies solely on the RA to ensure compliance.

The current Partial Payment Agreement default rate is estimated to be 58%.   In states that have implemented an electronic PPA system, default rates have improved. It is estimated that Washington State would expect a 20% -40% reduction in the default rate each year by implementing an EPPA system. 

Currently when an outstanding tax liability warrant exists, the RA can set up a meeting with the taxpayer to negotiate either full or partial payment terms. If the RA negotiates a PPA, a PPA form is filled out, then signed by both RA and taxpayer. The PPA contains taxpayer business information, warrant information, partial payment conditions, and signature blocks for Taxpayer, RA, and Compliance Manager. The RA also fills out Screen 452 in TARIS to record the PPA. None of this data is tracked by a formal system. The RA uses a “free-formatted” note pad to track these partial payments that does not require consistent notation. 

Following the PPA, the RA manually files the original signed document, providing copies to the taxpayer and Image Capture and Processing (ICAP) for imaging. 

Presently, partial payments are made by cash, check, or money order and can be delivered by mail or in person. The Department does not have a method to accept any type of electronic payment on PPAs. Taxpayers intentionally overpay their return to cover for payment on invoices such as tax assessments, warrants, or balance dues.

When a payment is received at a field office, staff prints a remittance memo and attaches it with the payment. The remittance memo and payment are mailed to the bank where the funds are deposited. The bank forwards the remittance memo to Cash Management for batching.  When Taxpayer Account Administration (TAA) data entry staff receive the batch, they input the payment information into the Excise Tax System. A daily batch process applies the payments to the respective invoice. If there are any discrepancies, TAA investigates and resolves the problems.

The RA relies on the taxpayer to honor the agreement and make the partial payments. Most often, taxpayers do not honor the agreement they signed which then defaults the PPA.

EFT (Electronic Funds Transfer) options are only available for Excise Tax returns and not invoice payments. There are two ways to register for EFT- online or form. 

TAA receives the EFT Debit registration and enters the bank information in the Business Registration Management System (BRMS), which triggers the start of the EFT process.  The TRA (Taxpayer Registration Account) is then flagged as EFT and a “bank location number” is generated in BRMS linking it to the bank account and sent to US Bank/Metavante. 

The bank location number is simply a unique identifier for the bank account number and routing number combined. The TRA with its unique bank location number, bank account number and routing number are sent to US Bank/Metavante by BRMS. The payment file that ELF (Electronic Filing) sends to US Bank/Metavante also contains the bank location number. 

US Bank sends all new ACH (Automated Clearing House) Debit taxpayers instructions on how to pay their returns by voice, touch-tone, or terminal. Taxpayers are currently instructed to enter the code for Excise Tax as the Tax Type. 

The file that US Bank/Metavante sends to EPMS (Electronic Payment Management System) contains payments that have been processed by the taxpayers’ banks. Due to taxpayers being able to enter only the ET code, all payments that end up in EPMS are ET payments. 

EPMS downloads the transactions from US Bank/Metavante processed on that business day and updates payment information to ET through a daily batch process.  All electronic Debit payments processed by US Bank/Metavante have a transaction code of “EPC” in ET and EPMS. Electronic payments are displayed on the 201 screen in ET.

1 INTRODUCTION
This test plan documents the testing activities for the EPPA development activities.  The programmers will complete the application unit testing.  Two assigned testers will complete the system testing and record test cases and errors in the Testlog database.   The customers of the application will complete the user acceptance testing.
2 ASSUMPTIONS

2.1  The developers will have the application ready for testing on schedule.

2.2  Security will be in place for the testers.

2.3 The assigned testers will be available for testing.

2.4 There will be a full-cycle test with Metavante.  (A meeting is to be scheduled to discuss the details.)
3    SCOPE AND OBJECTIVES
3.1 TEST ITEMS:


(Details of the development efforts to the following can be found in the Analysis and Design Document for EPPA, Section F.)


Test items include the items listed as functional requirements, screen requirements and report requirements in the Requirements Specification Document and include the following:


3.1.1 EPPA User Interface (BRMS, TARIS, ACS, EPMS, IDOCS).


3.1.2 Reports –7.


3.1.3 Edits and validations – 8.


3.1.4 Error messages –10.


3.1.5 Security for User Interface and BRMS.


3.1.6 Phone scripts – to be coordinated by IS test team prior to implementation and testing to be completed by TAA 

3.2 FEATURES TO BE TESTED
Details of the development efforts to the following can be found in the Analysis and Design Document for EPPA, Section F.  

3.2.1 Reports


3.2.1.1 Monthly EPPA Report for Compliance.


3.2.1.2 Monthly EPPA Report for F&ES.


3.2.1.3 Monthly EPPA Bank Returns Report for TAA.


3.2.1.4 Modification to F&ES Report B440TA.


3.2.1.5 Modification to F&ES Report B690TA.


3.2.1.6 Modification to F&ES Report B480TA.

3.2.1.7 Pending Report for Signatures.  This report will be detailed in an upcoming revision and finalization to the Analysis and Design Document.



3.2.2 EPMS new column for invoice number.



3.2.3 BRMS - EFT update.



3.2.4 User Interface to include:

3.2.4.1 Data entry of an EPPA for the first month and one that crosses months.

3.2.4.2 First EPPA payment on a weekend or holiday.

3.2.4.3 Two-step process for EPPAs awaiting taxpayer signatures.

Functional Requirements 2.2.1.1 through 2.9.9 in the Requirements Specification will also be tested.  

3.3 FEATURES NOT TO BE TESTED
3.3.1 ELF development staff will test the data file transmission.  There will be no user testing of data file transmission.

3.3.2 Time issue with time in TARIS.  We are unable to perform real aging of PPAs.  For example, if a PPA is established with the first payment due in 30 days, we will be unable to wait the 30 days to continue our tests.  Thus, adding a hardcoded date to the payment generation program and to the 3-6 month notification program will do the simulated aging.  

3.3.3 We will not be conducting a stress test.  In production EPPAs will be entered statewide by numerous people.  There is little likelihood that there will be enough PPAs entered at the same time to impact the system.

4 
APPROACH

Information Services staff will perform system testing.  They will record test cases and errors into the Testlog database.  IS staff will also work with the Compliance customers to create test cases for acceptance testing using the Information Services Test Case template.  IS staff has already worked with TAA to provide guidance on test cases for acceptance testing.  User Acceptance Test Cases and test results will be stored at J:\Application_name\EPPA\Testing.   The customers will record test cases and errors using the IS-created Testlog database.  Error reports are available from the database and are user-generated.  IS will run a daily report listing all errors found during systems and user acceptance testing.

The testing for TARIS will be conducted in the Tandem Demo environment utilizing a copy of the production data.  Testing will mirror actual production as much as possible and use the Web front end for EPPA.  Data flow will be the same as the production process.   (See Proposed EPPA Process Flow and Proposed Environment Data Flow Diagram in the EPPA Requirements Specification document and the EPPA New Environment Interface Diagram and the EPPA Payment Batch Sequence in the EPPA Analysis and Design document.)  

We will do as much full-cycle testing as Metavante will allow.  We will enter EPPAs for testing with bank accounts. The EPPAs will populate BRMS, go to ELF and then Metavante.  Then, they will return back to EPMS, ET and TARIS.  We plan to use US Bank test accounts and test successful bank transactions and returns.  

On approximately November 17, 2003 User Acceptance Testing will begin for Compliance and Taxpayer Account Administration.  

Customer acceptance testing is going to be accomplished by the subject matter experts (See Section 10.3 below for details.) in the various divisions in the Demo environment.  Compliance testers will test at IS on the first day of testing.  They will perform the remainder of their testing at their respective offices and have two weeks to complete their testing.    EPMS customers will perform their testing in the Information Services Testing Lab.

5        ITEM PASS/FAIL CRITERIA 


We plan to implement with no known flaws in the severity levels one, two and three.   The following chart defines the EPPA agreed-upon severity levels:

	Severity Level
	Description

	1 – Dead Stop
	Dead stop or imminent disaster: Application or system breakdown OR administrative stop.  Data integrity compromised.  Fix required before proceeding with running application OR immediate mandatory legislative or customer change.

	2 – Potential Disaster
	Potential disaster within 5-10 days: Application breakdown imminent or probable.  System stable.  Workaround found but data integrity is jeopardized.  Solution must be found immediately OR mandatory legislative or customer change/requirement.

	3 – Integrity Question
	Integrity question: Application functioning erratically.  System stable.  Data integrity in minimal jeopardy.  Workaround found OR legislative or customer requirement with short lead-time.

	4 – Irritation
	Irritation: Application does not function totally as expected.  System stable.  Workaround available.  Data integrity in little or no jeopardy OR legislative or customer change/requirement with long lead-time.



The project teams – Information Services and the customers – plan to complete all test cases.  Every failed test case will be recorded.  When a single coding error appears in multiple parts of the application, it is recorded as multiple fails.  Application development rework will be done as soon as a test case fails.  The application cannot move to production with level one, two and three errors since taxpayer dollars and bank accounts are involved.  Minor flaws (levels 4) may be implemented with customer approval.

6
SUSPENSION/RESUMPTION CRITERIA
Test cases that do not run to completion will be evaluated on a case by case basis to determine if the testing must start over or resume.  In extremely long test cases, checkpoints will be established for resumption in the middle of a test case where appropriate.  A test may be resumed in the middle when the error is not a level one or two.

7
TEST DELIVERABLES
All recorded errors are expected to pass by the second test.  A test report detailing the results of testing will be delivered at the end of testing.

8        TESTING TASKS 

There is no need for equipment set-ups or software installs to be accomplished for testing.

9        RESOURCES

9.1 ENVIRONMENTAL NEEDS

The programmers will create a demo region for system and user acceptance testing.  A copy of production data will provide the testing data.

Each division’s security contact (normally, the administrative assistant) will grant the necessary application access to the testers.  The IS project manager in cooperation with the developers will ensure that access is granted in accordance with the Security Requirements section of the Requirements Specification document.


Testing will take place in the IS Test Lab on the first day of User Acceptance Testing and at the developer’s or customer’s workstation.  No additional equipment or software is required to conduct the testing or run the application.


Customer Acceptance Testing will begin with a kick-off in the Information Services mezzanine test lab.

9.2 ROLES AND RESPONSIBILITIES
Roles and responsibilities are listed next to the testers’ names in 9.3.  


All TAA testers will be present on the first day of User Acceptance Testing to ensure EFT data is correctly populated in BRMS.

9.3 STAFFING & TRAINING

Information Services:

Mint Vu – Project Manager, System Tester

Diane Gibbs – Test Plan, System Tester, assist clients with test cases

Compliance:

Libby Parsons – Preparation of test cases, coordination of client testing

JoAnne Stoltz – User Acceptance Tester

John Holst  – User Acceptance Tester

Jim Blizard – User Acceptance Tester

Dennis Redmon – User Acceptance Tester

Taxpayer Account Administration:

Tiffany Johnson – User Acceptance Tester

Phil Christophers – User Acceptance Tester

Financial and Employee Services:

Kim Asbach – User Acceptance Tester

Jason LeMoine – User Acceptance Tester

10      SCHEDULE

Testing preparation will occur for three days beginning on September 19, 2003.  System testing will begin on or about September 22 and be completed on or before November 12th.  Customer acceptance testing will be conducted between November 17th and December 2nd to allow the application to move to development on schedule.

Application programmers will conduct the unit testing as their development and changes are completed.  

The Project Manager will be notified of all errors and assign programmers to those errors.  Rework will occur simultaneously with the application testing.    

11      RISKS & CONTINGENCIES

Testing is contingent upon application coding having been completed.  The testing schedule may be pushed back due to the delayed programming involving legislative changes.  User acceptance testers will be notified in advance of any change to the testing schedule.

12      APPROVALS 

Required Approvers:
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